
 

 

 
 

BD FocalPoint™ Large Lab Server  

Date of Critical or Security Patches: December 2021 

Critical Security Patches: October 2021-November 2021  

Microsoft® & Third-Party Patches 

BD has identified patches from Microsoft® that have been identified as critical or security 

related for October 2021 through November 2021. These patches were not found to 

adversely affect BD products and will be applied according to customers’ service agreement. 

Customers that maintain patches independent of BD automated delivery should ensure the 

validated patches are installed on their BD systems as the acting responsible entity in order 

to maintain the correct security posture of the system(s). 

Patch Name Patch Description Patch ID Notes 

Security and Quality 
Update for .NET 
Framework. 

This security update resolves a 
vulnerability in Microsoft .NET Framework 
that may cause an information disclosure 
that allows bypassing Cross-origin 
Resource Sharing (CORS) configurations. 

KB4480054  

Security Update for 
Internet Explorer 

Cumulative security update for Internet 
Explorer 

KB5006671  

Security Update for 
Windows Server 2012  

Monthly security rollup for Windows 
Server 2012 R2 

KB5007247  

 

Notes 

 

https://support.microsoft.com/en-us/topic/description-of-the-security-and-quality-rollup-for-net-framework-4-6-4-6-1-4-6-2-4-7-4-7-1-and-4-7-2-for-windows-8-1-rt-8-1-and-server-2012-r2-kb-4480054-cde35e00-9afd-d883-79a9-7f1fd757bf7c
https://support.microsoft.com/en-au/topic/kb5006671-cumulative-security-update-for-internet-explorer-october-12-2021-22081ebd-0335-4d58-b1e6-3c3e89d1859c
https://support.microsoft.com/en-us/topic/november-9-2021-kb5007247-monthly-rollup-2c3b6017-82f4-4102-b1e2-36f366bf3520

