
 

 

 
 

 

BD Product Name: BD Pyxis Medstation Anestesia Station ES 

Date of Critical or Security Patches: July 2019 

Abstract: Compatablitiy issue with KB405221 

Microsoft® & Third-Party Patches 

BD has identified patches from Microsoft® that have been identified as critical or security related 
for July 2019. 

The patches include updates that may adversely affect BD Pyxis Anestesia Station ESThese 
patches will not be and should not be installed on BD Pyxis Anestesia Station ES at this time.  

Customers that maintain patches independent of BD automated delivery should ensure these 
actions are not performed as the acting responsible entity in order to maintain the correct 
security posture of the system(s). 

 

Note: These patches only apply to the latest supported version(s) of the BD offering 

 

 

 

Notes 

1. Reported on BD Pyxis Medstation ES version 3.22.0.21 and BD Pyxis Anestesia Station 
ES version 1.15.0.7. Application crashes on startup after patch is installed. Patch is not 
approved for installation. 

Patch Name Patch Description Patch ID Notes 

Security update for SQL 
Server 2016 SP1 CU15 

 

A remote code execution vulnerability 
exists in Microsoft SQL Server when it 
incorrectly handles processing of internal 
functions. An attacker who successfully 
exploited this vulnerability could execute 
code in the context of the SQL Server 
Database Engine service account. To 
learn more about the vulnerability, go to 
CVE-2019-1068. 
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https://support.microsoft.com/en-us/help/4505221/description-of-the-security-update-for-sql-server-2016-sp1-cu15

