
 

 

BD Product Name: BD Pyxis™ Supply  

Date of Critical or Security Patches: Jan 2022 

Abstract: Critical or Security Patches – Jan 2022 

Microsoft® & Third-Party Patches 

BD has identified patches from Microsoft® that have been identified as critical or security 

related for Jan 2022 will not install on BD Pyxis™ Supply. 

The patch includes updates that may adversely affect Pyxis™ Supply. This patch will not be 

and should not be installed on BD Pyxis™ Supply at this time.  

Customers that maintain patches independent of BD automated delivery should ensure 

these actions are not performed as the acting responsible entity in order to maintain the 

correct security posture of the system(s). 

Note: This patch only apply to the latest supported version(s) of the BD offering. 

Patch Name Description Patch ID Notes 

2022-01 Security and 

Quality Rollup for .NET 

Framework 2.0, 3.0, 

4.5.2, 4.6 and 4.6.2 for 

Windows Server 2008 

SP2 

This security update addresses 

an issue where an 

unauthenticated attacker could 

cause a denial of service on an 

affected system. For more 

information please see CVE-

2022-21911. 

KB5009722    1 

2022-01 Security Only 

Update for .NET 

Framework 2.0, 3.0, 

4.5.2, 4.6 and 4.6.2 for 

Windows Server 2008 

SP2 

This security update addresses 

an issue where an 

unauthenticated attacker could 

cause a denial of service on an 

affected system. For more 

information please see CVE-

2022-21911. 

KB5009714    1 

2022-01 Security 

Monthly Quality Rollup 

for Windows Server 

2008 for x86-based 

Systems 

This security update includes 

improvements and fixes that 

were a part of update 

KB5008274 (released 

December 14, 2021) and 

addresses the following issue: 

This update contains 

miscellaneous security 

improvements to internal OS 

functionality. No specific issues 

are documented for this 

release. 

KB5009627    1 

2022-01 Security Only 

Quality Update for 

Windows Server 2008 

for x86-based Systems 

This update contains 

miscellaneous security 

improvements to internal OS 

functionality. No specific issues 

KB5009601    1 

https://support.microsoft.com/en-us/topic/security-and-quality-rollup-for-net-framework-2-0-3-0-4-5-2-4-6-and-4-6-2-for-windows-server-2008-sp2-kb5009722-d17f4cef-b658-475a-87ac-261b9e79d046
https://support.microsoft.com/en-au/topic/security-only-update-for-net-framework-2-0-3-0-4-5-2-4-6-and-4-6-2-for-windows-server-2008-sp2-kb5009714-f3e9be3e-7790-4fe3-9bdd-ac28afe806c3
https://support.microsoft.com/en-us/topic/january-11-2022-kb5009627-monthly-rollup-9faa8a9b-6eab-41ef-be85-0f72810e509d
https://support.microsoft.com/en-us/topic/january-11-2022-kb5009601-security-only-update-d852b3eb-785f-43ac-bab3-e437b6fe2d78


 

 

are documented for this 

release. 

 

Note: 

1. Due to environment issue patch was unable to be validated this month. 


